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1	Overall description
SA3 would like to thank SA2 for their LS on data and analytics exchange between two NWDAFs in different PLMNs. SA3 would like to provide the following feedback.
Question 1:  Does SA3 have feedback to the security aspects outlined in the key issue description? For example, are there any privacy and security protection for data and/or analytics exchange between PLMNs (VPLMN and HPLMN) already defined in SA3 or are there any privacy and security issues foreseen when exchange data and/or analytics between PLMNs?
Answer 1: SA3 has discussed the raised points in the course of ongoing study on FS_UC3S_Ph2 (see TR 33.896 KI #1 User consent for roaming case in eNA). According to the SA3 discussion, when exchanging data and/or analytics between PMLNs, privacy and security issues can be addressed by checking the user consent and local regulation. SA3 will discuss further about the detailed enhancement and make the conclusion. Please follow the progress of TR 33.896.

Question 2: Whether it is necessary to verify user consent for UE-specific data and/or analytics by the VPLMN? If so, what scenario required user consent verification? How to verify user consent in roaming scenario in VPLMN?
Answer 2: SA3 is of the view that user consent verification for UE-specific data and/or analytics is required in roaming scenario and is studying on the verification method under FS_UC3S_Ph2. Verification of user consent in the roaming scenario will largely reuse the procedures for user consent defined in TS 33.501, but SA3 has no conclusion yet on whether it is up to the VPLMN or the HPLMN to verify user consent in roaming scenario. SA3 will keep SA2 informed if more progress is made.

2	Actions
To SA2 
ACTION: 	SA3 kindly asks SA2 to take the above information into account.
3	Dates of next TSG SA WG 3 meetings
SA3#109	14 - 18 November 2022	Toulouse (France)
SA3#110e	16 - 20 January 2023	Online (electronic meeting)

